
 

1 

Due Diligence Checking Limited – Terms and Conditions for the Supply of Services 

1. BASIS OF CONTRACT 

1.1 Each request from you (Order) for Disclosure, Identity Verification or Pre-employment Checking 
services (Services) constitutes an offer by you to purchase Services relating to a particular applicant 
(Applicant) in accordance with these terms and conditions (Conditions).  

1.2 The Order shall only be deemed to be accepted when we start to deliver the Services (which in the 
case of Disclosure Services, shall be when we attempt to contact the Applicant) at which point and 
on which date a contract between us for the supply of Services in accordance with these Conditions 
(Contract) shall come into existence.  

1.3 The Contract constitutes the entire agreement between us. You acknowledge that you have not relied 
on any statement, promise or representation made or given by or on behalf of us which is not set out 
in the Contract.  

1.4 These Conditions apply to the Contract to the exclusion of any other terms that you seek to impose 
or incorporate, or which are implied by trade, custom, practice or course of dealing. 

1.5 Where you authorise an Applicant to contact us directly to request Services you acknowledge and 
agree that such Applicant acts as your agent and you shall be bound by the Order placed by him. 

2. SUPPLY OF SERVICES 

2.1 Our Disclosure service involves the application to a Relevant Authority (Disclosure and Barring 
Service, Disclosure Scotland, Access Northern Ireland or any other applicable authority) on your 
behalf for a Disclosure in respect of an Applicant who has consented to such application. 

2.2 Our Identity Verification service may involve the use of external credit reference agencies (whether 
directly or via intermediaries) and/or Digital Identity Verification tools to confirm the identity of an 
Applicant to a level of confidence specified by the Relevant Authority or Trust Framework. 

2.3 Our Pre-employment Checking services involve the collection and reporting of information to a level 
agreed with you, to enable you to make a suitability decision about the Applicant. This involves 
contacting third parties in an attempt to confirm data and/or obtain independent verification in respect 
of the details provided (either by you or by the Applicant on your behalf).   

2.4 Where we are unable to provide the Services in respect of a particular Applicant we shall notify you 
accordingly. In some instances you may be required to discuss the reason for the prevention of the 
requested service being delivered. Where this occurs we are reliant on you undertaking this step with 
due care and attention, and reporting in writing any attempts at fraud to a DDC representative.  

2.5 We shall have the right to make any changes to the Services which are necessary to comply with any 
applicable law, or which do not materially affect the nature or quality of the Services, and we shall 
notify you in any such event. 

2.6 We warrant to you that the Services will be provided using reasonable care and skill and in compliance 
with all relevant English law. 

2.7 We warrant to you that we are, and will remain, certified against the UK digital identity and attributes 
trust framework for the Services we are supplying to you. 

3. CLIENT'S OBLIGATIONS  

3.1 You shall: 
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(a) ensure that the terms of the Order (including all details in respect of the relevant Applicant) 
are complete and accurate; 

(b) co-operate with us in all matters relating to the Services, including in respect of any additional 
obligations we are required to impose upon you in order to comply with any law or the Codes 
of Conduct of the Relevant Authority (as appropriate and according to the body to which the 
Disclosure application is made) or the UK digital identity and attributes trust framework 
applicable to our Services; 

(c) provide us with such information as we may reasonably require in order to supply the 
Services and ensure that such information is accurate in all material respects;  

(d) notify us of any changes in the Applicant’s status, personal circumstances or personal 
information that affect our ability to contact the Applicant or to deliver the Services;  

(e) ensure that you have a lawful basis for requesting the Services in relation to an Applicant 
(including the additional lawful bases required for the processing of criminal records data); 

(f) inform any Applicant of all the checks that are to be carried out in respect of him and ensure 
you have his prior written consent (using wording prescribed by us from time to time) for us 
to carry out the Services in respect of him and (where necessary) for us to contact him 
directly. In respect of Identity Verification Services, the prescribed wording is set out at 
Appendix 1 to these terms and conditions; 

(g) verify the identity of the Applicant to the level of confidence specified by the Relevant 
Authority before making any application to us for Disclosure Services in respect of him; 

(h) store all passwords and any other login information we provide to you in a secure format and 
ensure that only competent and suitable persons are authorised to access our online 
application system; 

(i) access our online application system for its intended purposes only and not without our prior 
written consent re-sell the Services or require Applicants or any third parties to pay you for 
your use of the Services; 

(j) acknowledge by email in writing or through the web application the receipt of Disclosure 
information provided by our Counter-signatories or directly by the Applicant; 

(k) adhere to the Relevant Authority’s guidelines when submitting an application for a free 
Disclosure in respect of a voluntary position (as defined by the Relevant Authority) and in the 
event that we (in our sole discretion) subsequently deem that such application is for a non-
voluntary position pay all Charges and fees payable for a non-voluntary role in addition to 
any additional costs we incur as result of the incorrect application;  

(l) have and maintain written policies in respect of the recruitment of ex-offenders and the 
handling, secure storage and retention of Disclosure information plus any other relevant 
polices to enable the provision of the Services (which you shall make available for our 
inspection on reasonable notice);  

(m) in the use or dissemination of any information contained within a Disclosure, comply with the 
Code of Practice of the Relevant Authority or any successor bodies, as set out on their 
respective websites and as updated from time to time; 

(n) review all final pre-employment check reports made available by us to you (whether through 
our systems or otherwise) including giving careful consideration to any flags or alerts raised 
by us as part of our investigation process;  
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(o) promptly download and securely store any final pre-employment check reports made 
available by us to you, keep them confidential and use them only for the purposes for which 
they were made available and in accordance with all applicable law;  

(p) not retain any personal data relating to an Applicant for longer than the period of time stated 
by the Relevant Authority from time to time; and 

(q) where you or we suspect fraud in the use of our Services, provide us with all relevant 
information we reasonably request in respect of the Applicant or the relevant Services in 
order for us to comply with our obligations to monitor and report fraud. 

3.2 You hereby warrant that you are entitled to ask Exempted Questions (being the ability to ask about 
spent convictions for certain areas of employment as set out in the Rehabilitation of Offenders Act 
1974 (Exceptions) Order 1975 and any subsequent amendments), where relevant to the checks being 
undertaken.  

3.3 Where we carry out Digital Identity Verification in relation to an Applicant: 

(a) If you permit the Applicant to complete any part of the Digital Identity Verification process 

using a mobile phone or other device owned or used by you or one of your employees or 

other representatives, you shall ensure that the Applicant has viewed our Privacy Policy, that 

the Applicant follows correctly all of the steps required by our Digital Identity Verification app 

and that the Applicant understands that his personal data will be processed using the relevant 

device. 

(b) We will inform you if the Applicant has attempted to use Digital Identity Verification and failed. 

You may be required to undertake additional processes to complete the verification process 

and satisfy yourself as to the reason for the failure. This includes informing us if you believe 

fraud has been attempted so we can properly record this and implement our internal fraud 

detection processes. 

(c) You must satisfy yourself that the identity information relating to the Applicant (including any 

photograph) provided by us corresponds to the identity and likeness of the Applicant as 

presented to you in person. You must notify us immediately in the event of any potential 

identity fraud. 

(d) You must ensure that in any privacy notice provided by you to the Applicant, you include 

wording prescribed by us from time to time in respect of Digital Identity Verification Services. 

The prescribed wording is set out at Appendix 2 to these terms and conditions 

(e) In order to satisfy the contractual obligations we owe to our third-party technology providers: 

(i) You warrant that neither you nor the Applicant is a Restricted Party. For these 

purposes a "Restricted Party" is any person, organisation or entity, or any officer, 

director, or controlling shareholder of an organisation or entity, who or which (1) is a 

national of or an entity existing under the laws of an embargoed/sanctioned country 

as prescribed by the United Kingdom or U.S. governments; (2) is listed on any 

sanctioned persons/entity list maintained by the United Kingdom or U.S. 

governments; or (3) is owned, controlled, or acting on behalf of a Restricted Party. If 

you become a Restricted Party during the term of this agreement you must 

immediately notify us. 
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(ii) You represent and undertake that you shall comply with all relevant export control 

laws and regulations of the United Kingdom, the U.S. and all countries in which you 

conduct business. 

3.4 You shall indemnify us and keep us indemnified against any costs, losses and expenses we suffer 
arising from any breach of clauses 3.1(c), (e), (f) and (k) to (o) and clause 3.2 above. 

3.5 If our performance of any of our obligations under the Contract is prevented or delayed by any act or 
omission by you or your failure to perform any relevant obligation (Client Default): 

(a) we shall without limiting our other rights or remedies have the right to suspend performance 
of the Services until you remedy the Client Default, and to rely on the Client Default to relieve 
us from the performance of any of our obligations to the extent the Client Default prevents or 
delays our performance of any of our obligations; 

(b) we shall not be liable for any costs or losses sustained or incurred by you arising directly or 
indirectly from our failure or delay to perform any of our obligations as set out in this clause 
3.5; and  

you shall reimburse us on written demand for any costs or losses sustained or incurred by us arising directly 
or indirectly from the Client Default. 

4. CHARGES AND PAYMENT 

4.1 The charges for the Services (Charges) shall be as agreed with you from time to time or, in the 
absence of agreement, shall be our standard charges as updated from time to time and as set out on 
our website at www.ddc.uk.net (including on any News pages on our website). The Charges are 
payable irrespective of the application outcome.  

4.2 You acknowledge that in some cases we shall be entitled to increase the Charges if your requested 
process cannot be followed. By way of example, if you request the use of our Digital Identity 
Verification process but the Applicant does not possess suitable documents then an alternative 
process will have to be followed which may have a different cost. 

4.3 Where additional services are required following the Order (including but not limited to Identity 
Verification checks or fingerprint processing) we shall charge for the additional services at our 
standard charges as updated from time to time (whether set out on our website or otherwise).  

4.4 Any element of the Charges that we collect on behalf of third parties (for example, a Relevant 
Authority) (a Disbursement) shall be an estimate only and, in the event that the relevant third party 
increases its fees before the completion of the Services, we shall be entitled to increase the Charges 
to take account of such increase. Where such third party waives or refunds any part of their fees, we 
shall reduce the Charges by the sum waived or refunded. Where you formally withdraw the application 
before submission by us to the relevant third party, we shall reduce the Charges by the amount of 
fees that would have been payable to such third party. You authorise us to incur (and you shall pay) 
such Disbursements as we reasonably determine to be necessary for us to carry out the Services 
requested by you, whether or not such Disbursements are known at the time you place the Order. By 
way of example only, if we are seeking to verify an Applicant’s university degree, we may need to pay 
a fee to the relevant university but would be unable to confirm this at the time of your Order. 

4.5 Where you are an account customer, we shall invoice you for the full amount of the Charges at the 
end of the month in which you place the relevant Order. You shall pay each invoice within 30 days of 
the date of the invoice in full and in cleared funds to a bank account nominated in writing by us. Time 
for payment shall be of the essence of the Contract. 

http://www.ddc.uk.net/
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4.6 Where you are a customer in respect of which we allow your Applicants to pay us on your behalf (a 
Self-Pay Customer) we shall send an application pack to the relevant Applicant in the relevant format 
following each Order but we shall not be required to undertake any further work on the Services until 
the Charges have been paid to us in full. For the avoidance of doubt, the Charges shall become due 
and owing from you immediately upon your request for us to send the Applicant a document pack. 

4.7 Where you have authorised us to take payments from a credit/debit card we shall take payment 5 
calendar days after the Applicant details are received by us or immediately prior to the application 
being submitted to the relevant third party, whichever is the sooner. 

4.8 Where you are neither an account customer nor a Self-Pay customer, you shall pay the Charges 
before the commencement of the Services.  

4.9 We shall be entitled to amend your account status and payment method at our sole discretion. 

4.10 Where you have prepaid for multiple Disclosure, Identity Verification checks and/or other Services in 
advance, you acknowledge and agree that the sum paid is on account of future Orders and any 
indication of the number of checks that such sum will purchase is an estimate only, based on our 
charges and the third party fees in force at the time of payment. Should you not use these pre-paid 
checks we reserve the right to charge an administration fee to refund the pre-payment.  

4.11 Notwithstanding any agreements or arrangements between you and the Applicant in respect of 
payment of our Charges and irrespective of your status as a Self-Pay Customer, you acknowledge 
and agree that all Charges shall remain due and owing from you until such time as they have been 
paid to us (whether by you or by the Applicant). 

4.12 In the event that you provide inaccurate or incomplete information in respect of an Order for Disclosure 
services and fail to provide any information or documents requested by us within 56 days of the date 
of the Order, we shall be entitled to cancel the Order without further liability to you. Any subsequent 
resubmission by you will incur new Charges. 

4.13 You shall indemnify us and keep us indemnified against all costs, losses and expenses we incur in 
respect of uncollected or undeliverable mail sent to you or the Applicant (other than to the extent that 
such costs arise from our error) and in respect of underpaid postage on items of mail sent to us by 
you or the Applicant. 

4.14 In the event that you request any management or account information not directly related to the 
provision of the Services we shall be entitled to charge an administrative fee. Such fee shall be agreed 
with you and paid by you before the provision of such information. 

4.15 All amounts payable by you under the Contract are exclusive of amounts in respect of value added 
tax chargeable for the time being (VAT). Where any taxable supply for VAT purposes is made under 
the Contract by us to you, you shall, on receipt of a valid VAT invoice from us, pay to us such additional 
amounts in respect of VAT as are chargeable on the supply of the Services at the same time as 
payment is due for the supply of the Services. Our VAT registration number is 799 5499 32. 

4.16 Without limiting any other right or remedy we may have, if you fail to make any payment due to us 
under the Contract by the due date for payment (Due Date), we shall have the right to charge interest 
on the overdue amount in accordance with the Late Payment of Commercial Debts (Interest) Act 
1998, accruing on a daily basis from the Due Date until the date of actual payment of the overdue 
amount, whether before or after judgment, and compounding quarterly. 

4.17 You shall pay all amounts due under the Contract in full without any deduction or withholding except 
as required by law and you shall not be entitled to assert any credit, set-off or counterclaim against 
us in order to justify withholding payment of any such amount in whole or in part. We may, without 
limiting our other rights or remedies, set off any amount owing to us by you against any amount 
payable by us to you. 
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5. CONFIDENTIALITY 

5.1 A party (Recipient) shall keep in strict confidence all technical or commercial know-how, processes 
or initiatives which are of a confidential nature and have been disclosed to the Recipient by the other 
party (Disclosing Party), its employees, agents or subcontractors, and any other confidential 
information concerning the Disclosing Party's business or its products or its services which the 
Recipient may obtain. The Recipient shall restrict disclosure of such confidential information to such 
of its employees, agents or subcontractors as need to know it for the purpose of discharging the 
Recipient's obligations under the Contract, and shall ensure that such employees, agents or 
subcontractors are subject to obligations of confidentiality corresponding to those which bind the 
Recipient.  

5.2 The obligations in clause 5.1 shall not apply to information that is or becomes generally available to 
the public other than as a result of its disclosure by the Recipient, was lawfully in the possession of 
the Recipient before the information was disclosed to it by the Disclosing Party or information that the 
Recipient is required to disclose by law or the order of any Court. 

5.3 This clause 5 shall survive termination of the Contract. 

6. STORAGE OF DISCLOSURES AND DATA PROTECTION 

6.1 We shall store securely all Disclosure documents we receive in accordance with relevant legislation 
and the Relevant Authority’s Code of Practice (as appropriate and according to the body to which the 
Disclosure application is made). Once stored, Disclosures will only be accessed by our Counter-
signatories to the extent necessary: 

(a) (where permitted by law) to communicate the contents of a Disclosure to a third party or verify 
the legitimacy of the Applicant’s copy of the Disclosure to a third party PROVIDED THAT the 
Applicant provides prior written consent to such communication, the relevant third party is 
entitled to ask Exempted Questions of the Applicant and the applicable time period since the 
date of issue of the Disclosure has not expired; 

(b) to facilitate disposal of the Disclosure; or 

(c) to comply with law or the order of any Court or other body of competent jurisdiction. 

6.2 We may use contact details at your organisation to send marketing communications or sector-specific 
updates (with the consent of the individuals concerned or as otherwise permitted by applicable law). 
We will not otherwise use data held in any format relating to you or the Applicant for any purposes 
other than internal account management, demographic and internal market planning purposes. We 
may use extracts of the data for other marketing purposes provided neither you nor the Applicant can 
be identified from such use. We will not use the Applicant's data for any other purpose and for the 
avoidance of doubt we will not pass data to any third parties (other than as required by law or the 
provision of the Services) without the Applicant’s consent. We will not copy, sample or file Disclosure 
information in any form other than the original form provided by the Relevant Authority. 

6.3 You must notify us promptly of any changes to your authorised users, including their contact details 
and required access rights. We shall be entitled (at our sole discretion) to deactivate any user account 
which we reasonably believe: 

(a) to be no longer in use; 

(b) to have been used to access our systems improperly; or  

(c) constitutes a data security risk for any other reason. 
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6.4 In relation to any "personal data" "processed" by a party as "data controller" (as such terms are 
defined by the UK General Data Protection Regulation (UK GDPR)) in connection with the Contract, 
that party shall process the personal data in accordance with the UK GDPR, the Data Protection Act 
2018 and any other applicable data protection legislation from time to time (Data Protection 
Legislation). 

6.5 To the extent that we process personal data during the performance of the Services, for the purposes 
of the Data Protection Legislation we shall be the data processor (as defined in the UK GDPR) and 
you shall be the data controller. We shall: 

(a) at all times comply with obligations equivalent to the obligations of a data controller under 
the provisions of the UK GDPR; 

(b) provide training on our Data Protection Policy to all members of staff to ensure that they 
understand their data protection obligations and implement the processes we have put in 
place; 

(c) provide a copy of our Privacy Policy to all Applicants which sets out how their personal data 
is processed; 

(d) retain personal data only as long as is necessary for the provision of the Services and as 
notified to Applicants in our Privacy Policy; 

(e) report any data security breaches to you in accordance with the data security breach 
management procedure detailed in our Data Protection Policy; 

(f) handle any complaints from Applicants relating to inaccurate information in accordance with 
the procedure set out in our Privacy Policy; 

(g) respond to subject access requests from Applicants in accordance with the procedure set 
out in our Privacy Policy; 

(h) upon receiving at least 15 working days’ notice from you, provide our assistance and allow 
you reasonable access to our premises, documents, equipment and personnel to allow you 
to observe our compliance with our data protection obligations; 

(i) take appropriate technical and organisational measures against unauthorised or unlawful 
processing of personal data and against accidental loss or destruction of, or damage to, 
personal data. When considering what measure is appropriate, we shall have regard to the 
state of good practice, technical development and the cost of implementing any measures to 
ensure a level of security appropriate to the harm that might result from such unauthorised 
or unlawful processing or accidental loss or destruction, and to the nature of the data to be 
protected; 

(j) at all times process the personal data solely in accordance with your written instructions from 
time to time; 

(k) ensure the reliability of our personnel by vetting staff appropriately who have access to the 
personal data and ensuring they are subject to appropriate confidentiality obligations;  

(l) keep detailed, accurate and up-to-date written records regarding any processing of personal 
data we carry out pursuant to the Services, including but not limited to, the access, control 
and security of the personal data, the processing purposes, categories of processing, any 
transfers of personal data to a third country and related safeguards, and a general description 
of the technical and organisational security measures referred to in clause 6.5(i) above 
(Records). We shall provide the Records to you upon request;  
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(m) at least once a year, conduct site audits of our personal data processing practices and the 
information technology and information security controls for all facilities and systems used in 
complying with our obligations pursuant to the Services, including, but not limited to, 
obtaining a network-level vulnerability assessment performed by a recognised third-party 
audit firm based on recognised industry best practices; and 

(n) not transfer the personal data outside the UK or the European Economic Area without your 
prior written consent save that you hereby consent to such data transfers as are reasonably 
necessary for us to provide the Services to you if the following conditions are fulfilled: 

(i) either you or we have provided appropriate safeguards in relation to the transfer; 

(ii) the Data Subject (as defined in the UK GDPR) has enforceable rights and effective 
legal remedies; and 

(iii) we comply with our obligations under the Data Protection Legislation by providing an 
adequate level of protection to any personal data that is transferred. 

6.6 We may only authorise a third party (subcontractor) to process personal data if: 

(a) you do not object to the appointment of each subcontractor within 30 days after we supply 
you with full details regarding such subcontractor; 

(b) we enter into a written contract with the subcontractor that contains terms substantially the 
same as those set out in these Conditions, in particular, in relation to requiring appropriate 
technical and organisational data security measures, and, upon your written request, provide 
you with copies of such contracts;  

(c) we maintain control over all personal data we entrust to the subcontractor; and 

(d) the subcontractor's contract terminates automatically on termination of the Contract for any 
reason. 

6.7 Those subcontractors approved as at the commencement of the Contract will be as notified to you 
prior to commencement of the Contract. 

6.8 Where the subcontractor fails to fulfil its obligations under such written agreement, we remain fully 
liable to you for the subcontractor's performance of its agreement obligations. On your written request, 
we will audit a subcontractor's compliance with its obligations regarding the personal data and provide 
you with the audit results. 

6.9 You acknowledge that we are reliant on you alone for direction as to the extent we are entitled to use 
and process any personal data supplied by you (in respect of the Applicant or otherwise). 
Consequently, you shall indemnify us in respect of any losses, costs, expenses or damages we suffer 
or incur in circumstances where a data subject (as defined in the UK GDPR) makes a claim or 
complaint with regards to our actions to the extent that such actions directly or indirectly result from 
instructions received from you. 

6.10 You shall notify us immediately if employees whose personal data we hold cease to be employed by 
you in order for us to comply with the data retention obligations contained in our Privacy Policy. All 
personal data held by us is processed in accordance with our Privacy Policy in force from time to time, 
a copy of which has been made available to you. By entering into the Contract, you acknowledge that 
you have read and understood the Privacy Policy.  

6.11 We shall be entitled to delete any pre-employment check report from our systems at any time following 
the expiry of 90 days from us first making such report available to you. 
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7. LIMITATION OF LIABILITY AND INSURANCE 

7.1 Nothing in these Conditions shall limit or exclude our liability for: 

(a) death or personal injury caused by our negligence, or the negligence of our employees, 
agents or subcontractors; or 

(b) any other liability which cannot lawfully be limited or excluded. 

7.2 Subject to clause 7.1: 

(a) we shall under no circumstances whatsoever be liable to you, whether in contract, tort 
(including negligence), breach of statutory duty, or otherwise, for any loss of profit, or any 
indirect or consequential loss arising under or in connection with the Contract; 

(b) our total liability to you in respect of all other losses arising under or in connection with the 
Contract, whether in contract, tort (including negligence), breach of statutory duty, or 
otherwise, shall in no circumstances exceed the aggregate Charges (excluding 
Disbursements) paid by you to us during the previous 12 months; 

(c) you acknowledge and agree that we rely on third parties (including but not limited to any 
Relevant Authority and address verification providers) in the provision of the Services and 
that accordingly, any performance dates agreed by us shall be estimates only and time shall 
not be of the essence for performance of the Services. We accept no liability whatsoever for 
any losses arising from the time taken to obtain a Disclosure, complete an Identity Verification 
check or complete pre-employment checks;  

(d) we accept no liability whatsoever for any losses of any nature arising from information 
contained within a Disclosure or pre-employment check report becoming known by persons 
not authorised by the Applicant save where such breach of confidentiality arises solely from 
our negligence in our role as Umbrella Body and service provider or from our wilful breach of 
the Contract; 

(e) we shall (at your cost) provide reasonable cooperation in the event that you make a claim to 
a courier company or Royal Mail for compensation for lost items of post but we shall have no 
liability whatsoever for any costs arising from the loss of such items. You acknowledge that 
it is your responsibility to ensure you and/or the Applicant retain any relevant proof of posting; 

(f) we shall use our reasonable endeavours to verify any requested pre-employment check data 
but we shall have no liability to you if we are unable to do so; 

(g) we accept no liability whatsoever for the accuracy of information provided by you, the 
Applicant, any Relevant Authority or any other third-party sources. We do not accept any 
liability whatsoever for the use of such information in any way and you shall be responsible 
for determining that your use of the Services complies with all applicable laws, rules or 
regulations; and 

(h) you acknowledge and agree that no Disclosure can be used to confirm the identity of any 
Applicant and accordingly, we accept no liability whatsoever for any losses arising as a result 
of mistaken identity (howsoever arising). 

7.3 Any disputes regarding information contained within a Disclosure should at first be notified in writing 
to us. We will (at our discretion) either raise the dispute directly with the Relevant Authority or provide 
you with details of the Relevant Authority’s process for dealing with such disputes. 

7.4 Any disputes relating to the contents of any pre-employment check report must first be notified in 
writing to us. We will (at our discretion) investigate the issue and confirm if new information is available 
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which affects the outcome of the report. If this information was not available at the time of our initial 
investigation, we shall be entitled to make an additional charge (in such amount as we reasonably 
determine).   

7.5 We shall maintain in force the following insurance policies: 

(a) public liability insurance with a limit of at least £5,000,000 per claim; 

(b) professional indemnity insurance with a limit of at least £5,000,000;  

(c) employee liability insurance with a limit of at least £10,000,000; and 

(d) cyber insurance with a limit of at least £5,000,000. 

Notwithstanding and without prejudice to any other provisions in these terms and conditions our entire 
aggregate liability to you in respect of any losses falling under the above categories of insurance shall 
be limited to the amounts set out above against the relevant category. 

7.6 This clause 7 shall survive termination of the Contract. 

8. TERMINATION 

8.1 Without limiting our other rights or remedies, either of us may terminate the Contract with immediate 
effect by giving written notice to the other party if: 

(a) the other party commits a material breach of the Contract and (if such a breach is remediable) 
fails to remedy that breach within 28 days of that party being notified in writing of the breach; 

(b) the other party suspends, or threatens to suspend, payment of its debts or is unable to pay 
its debts as they fall due or admits inability to pay its debts or (being a company) is deemed 
unable to pay its debts within the meaning of section 123 of the Insolvency Act 1986 or (being 
an individual) is deemed either unable to pay its debts or as having no reasonable prospect 
of so doing, in either case, within the meaning of section 268 of the Insolvency Act 1986 or 
(being a partnership) has any partner to whom any of the foregoing apply; 

(c) the other party commences negotiations with all or any class of its creditors with a view to 
rescheduling any of its debts, or makes a proposal for or enters into any compromise or 
arrangement with its creditors other than (where a company) for the sole purpose of a 
scheme for a solvent amalgamation of that other party with one or more other companies or 
the solvent reconstruction of that other party; 

(d) a petition is filed, a notice is given, a resolution is passed, or an order is made, for or in 
connection with the winding up of that other party (being a company) other than for the sole 
purpose of a scheme for a solvent amalgamation of that other party with one or more other 
companies or the solvent reconstruction of that other party; 

(e) the other party (being an individual) is the subject of a bankruptcy petition or order; 

(f) a creditor or encumbrancer of the other party attaches or takes possession of, or a distress, 
execution, sequestration or other such process is levied or enforced on or sued against, the 
whole or any part of its assets and such attachment or process is not discharged within 14 
days; 

(g) an application is made to court, or an order is made, for the appointment of an administrator 
or if a notice of intention to appoint an administrator is given or if an administrator is appointed 
over the other party (being a company); 
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(h) a floating charge holder over the assets of that other party (being a company) has become 
entitled to appoint or has appointed an administrative receiver; 

(i) a person becomes entitled to appoint a receiver over the assets of the other party or a 
receiver is appointed over the assets of the other party; 

(j) any event occurs or proceeding is taken with respect to the other party in any jurisdiction to 
which it is subject that has an effect equivalent or similar to any of the events mentioned in 
clause 8.1(b) to clause 8.1(i) (inclusive); 

(k) the other party suspends or ceases, or threatens to suspend or cease, to carry on all or a 
substantial part of its business; or 

(l) the other party (being an individual) dies or, by reason of illness or incapacity (whether mental 
or physical), is incapable of managing his own affairs or becomes a patient under any mental 
health legislation. 

8.2 Without limiting our other rights or remedies, we may terminate the Contract with immediate effect by 
giving written notice to you if you fail to pay any amount due under the Contract (or any other contract 
between us) on the due date for payment.  

8.3 Without limiting our other rights or remedies, we shall have the right to suspend provision of the 
Services under the Contract or any other contract between us if you become subject to any of the 
events listed in clause 8.1(b)) to clause 8.1(l), or we reasonably believe that you are about to become 
subject to any of them, or if you fail to pay any amount due under the Contract (or any other contract 
between us) on the due date for payment. 

9. CONSEQUENCES OF TERMINATION 

On termination of the Contract for any reason:  

(a) you shall immediately pay to us all of our outstanding unpaid invoices and interest and, in 
respect of Services supplied but for which no invoice has been submitted, we shall submit 
an invoice, which shall be payable by you immediately on receipt;  

(b) the accrued rights, remedies, obligations and liabilities of the parties as at expiry or 
termination shall not be affected, including the right to claim damages in respect of any 
breach of the Contract which existed at or before the date of termination or expiry; and 

(c) clauses which expressly or by implication have effect after termination shall continue in full 
force and effect. 

10. GENERAL 

10.1 We shall not be liable to you as a result of any delay or failure to perform our obligations under this 
Contract as a result of an event beyond our reasonable control including but not limited to strikes, 
lock-outs or other industrial disputes (whether involving our workforce or any other party), failure of a 
utility service or transport network, act of God, war, riot, civil commotion, malicious damage, 
compliance with any law or governmental order, rule, regulation or direction, accident, breakdown of 
plant or machinery, fire, flood, storm or default of suppliers, subcontractors or Government agencies. 

10.2 Neither party may assign, transfer, charge, subcontract or deal in any other manner with all or any of 
its rights under the Contract without the written consent of the other party (such consent not to be 
unreasonably withheld or delayed) SAVE THAT we may assign all of our rights under any Contract to 
any other company in our Group (as defined in the Companies Act 2006) or to the buyer of all or 
substantially the whole of our disclosure and identity verification business. 
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10.3 Any notice or other communication required to be given to a party under or in connection with the 
Contract shall be in writing and shall be delivered to the other party personally or sent by prepaid first-
class post, recorded delivery or by commercial courier, at its registered office (if a company) or (in 
any other case) its principal place of business, or sent by fax to the other party's main fax number. 
Any notice or other communication shall be deemed to have been duly received if delivered 
personally, when left at the address referred to above or, if sent by pre-paid first-class post or recorded 
delivery, at 9.00 am on the second Business Day (being a day, other than a Saturday, Sunday or 
public holiday, when banks in London are open for business) after posting, or if delivered by 
commercial courier, on the date and at the time that the courier's delivery receipt is signed, or if sent 
by fax, on the next Business Day after transmission. This clause shall not apply to the service of any 
proceedings or other documents in any legal action. 

10.4 A waiver of any right under the Contract is only effective if it is in writing and shall not be deemed to 
be a waiver of any subsequent breach or default. No failure or delay by a party in exercising any right 
or remedy under the Contract or by law shall constitute a waiver of that or any other right or remedy, 
nor preclude or restrict its further exercise. No single or partial exercise of such right or remedy shall 
preclude or restrict the further exercise of that or any other right or remedy. Unless specifically 
provided otherwise, rights arising under the Contract are cumulative and do not exclude rights 
provided by law. 

10.5 If a court or any other competent authority finds that any provision of the Contract (or part of any 
provision) is invalid, illegal or unenforceable, that provision or part-provision shall, to the extent 
required, be deemed deleted, and the validity and enforceability of the other provisions of the Contract 
shall not be affected. If any invalid, unenforceable or illegal provision of the Contract would be valid, 
enforceable and legal if some part of it were deleted, the provision shall apply with the minimum 
modification necessary to make it legal, valid and enforceable. 

10.6 Nothing in any Contract is intended to, or shall be deemed to, constitute a partnership or joint venture 
of any kind between any of the parties, nor constitute any party the agent of another party for any 
purpose. No party shall have authority to act as agent for, or to bind, the other party in any way. 

10.7 A person who is not a party to the Contract shall not have any rights under or in connection with it.  

10.8 Except as set out in these Conditions, any variation, including the introduction of any additional terms 
and conditions, to the Contract, shall only be binding when agreed in writing and signed by us. 

10.9 The Contract, and any dispute or claim arising out of or in connection with it or its subject matter or 
formation (including non-contractual disputes or claims), shall be governed by, and construed in 
accordance with, English law, and the parties irrevocably submit to the exclusive jurisdiction of the 
courts of England and Wales. 

11. INTERPRETATION 

11.1 In these Conditions, the following rules apply: 

(a) references to terms defined by a Relevant Authority (including in any glossary of terms 
provided by them from time to time on their website) shall apply as if defined in these 
Conditions; 

(b) a person includes a natural person, corporate or unincorporated body (whether or not having 
separate legal personality); 

(c) a reference to a party includes its successors or permitted assigns; 

(d) a reference to a statute or statutory provision is a reference to such statute or statutory 
provision as amended or re-enacted. A reference to a statute or statutory provision includes 
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any subordinate legislation made under that statute or statutory provision, as amended or re-
enacted; 

(e) any phrase introduced by the terms including, include, in particular or any similar 
expression, shall be construed as illustrative and shall not limit the sense of the words 
preceding those terms; and 

(f) a reference to writing or written includes faxes and e-mails. 
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Appendix 1 – Prescribed Wording for Identity Verification Services consent 

“You may undertake a search with an external organisation for the purposes of verifying my identity. To do 

so the organisation may check the name, address and date of birth I supply against any particulars on any 

database (public or otherwise) to which they have access. A record of the search will be retained, but will not 

be visible to other parties or affect my credit rating.” 

 

Appendix 2 – Prescribed Wording for Digital Identity Verification notice 

“We will use identity document validation technology to assess the authenticity of identity documents provided 

to us in connection with your application. The identity document validation system will only retain relevant 

personal data provided in connection with that purpose. Data taken from the identity document you provided 

for that purpose will only be used and retained in accordance with applicable UK data protection legislation. 

However, data relating to suspected fraudulent documentation may be shared with the document validation 

system provider for further analysis and with any relevant law enforcement body such as the police and 

Immigration Enforcement. Possession and use of fraudulent documents may constitute an offence under the 

Identity Documents Act 2010, which can result in a sentence of imprisonment of up to ten years” 

 

Paper/Offline Registration 

If you are viewing these Terms and Conditions in paper form or offline, please sign in the box 

below to indicate your acceptance. If you are registering with DDC online, you are not required to 

sign this document, as your consent is given automatically as you progress through the 

registration process at www.ddc.uk.net/register. For paper/offline copies, once you have signed 

below, please send to newenquiries@ddc.uk.net or DDC Ltd., 1282a, Melton Rd. Syston, Leicester, 

LE7 2HD. 

Signature  

Print Name  

Company  

Position  

Date  

 

http://www.ddc.uk.net/register
mailto:newenquiries@ddc.uk.net

